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Neuroscientists are now applying a 21st-century tool to an age-old question: how can you tell when someone is
lying? Relying on recently published research, two start-up companies have proposed to use a sophisticated
brain-imaging technique, functional magnetic resonance imaging (fMRI), to detect deception. The new approach
promises significantly greater accuracy than the conventional polygraph—at least under carefully controlled
laboratory conditions. But would it work in the real world? Despite some significant concerns about validity and
reliability, fMRI lie detection may in fact be appropriate for certain applications. This new ability to peer inside
someone’s head raises significant questions of ethics. Commentators have already begun to weigh in on many of
these questions. A wider dialogue within the medical, neuroscientific, and legal communities would be optimal in
promoting the responsible use of this technology and preventing abuses.
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Essential to the working of modern legal systems is an
assessment of the veracity of the participants in the
process: litigants and witnesses, victims and defen-
dants. Falsification or lying by any of these parties
can and does occur. Outside the legal system, detec-
tion of deception is also of critical importance in the
corporate world and in the insurance industry, as
illustrated by the practice of hiring private investiga-
tors to follow and videotape disability claimants. Be-
cause human beings can be very skilled at lying1,2

and, in general, are poor at determining when they
are being lied to,1–3 scientific, objective methods for
determining truthfulness have been sought for
decades.

The most widespread objective method for assess-
ing veracity is multichannel physiological recording,
commonly known as the polygraph or lie detector.4,5

This approach is based on the fact that the act of lying
can cause increased autonomic arousal. Changes in
autonomic arousal are detected by measuring pulse
rate, respiration, blood pressure, and sweating (vari-
ously known as the galvanic skin response [GSR],

skin conductance response [SCR], or electrodermal
activity).

The reliability and validity of the polygraph are
controversial.6,7 Estimates of its accuracy range from
a high of 95 percent to a low of 50 percent,6,8 with
the best estimate probably around 75 percent sensi-
tivity and 65 percent specificity.6 This relatively low
accuracy is a major reason that polygraph evidence is
generally, though not universally, inadmissible in le-
gal proceedings.3

The past six years have seen the development of a
possible new lie-detection technique that is not based
on the measurement of autonomic reactions. This is
the application of a widely used tool in neuroscien-
tific research, functional magnetic resonance imag-
ing (fMRI), to the task of obtaining measurements of
cerebral blood flow (a marker for neuronal activity)
in individuals engaged in deception. Within the past
two years, two separate research groups have devised
experimental paradigms and statistical methods that
they claim allow identification of brain activity pat-
terns consistent with lying. The approaches can be
used on individual subjects, and their creators claim
approximately 90 percent accuracy. Two commer-
cial enterprises, No Lie MRI, Inc., and Cephos Cor-
poration, were launched in 2006, each with the goal
of bringing these techniques to the public for use in
legal proceedings, employment screening, and other
arenas (such as national security investigations)
where polygraphs have been used.
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The announcement of this first potential commer-
cial application for fMRI has attracted a great deal of
attention, both from the popular media9 –15 and
from bioethicists.16–26 In June 2006, the American
Civil Liberties Union sponsored a forum on the sub-
ject of fMRI lie detection and filed a Freedom of
Information Act request for government records re-
lating to the use of fMRI and other brain-imaging
techniques for this purpose.27 Much of the concern
centers on possible uses and abuses of brain-imaging
technologies in interrogation of enemy combatants
or other terrorism suspects.

The focus of this article is the potential use of
fMRI to detect deception in noninterrogation con-
texts, specifically in criminal and civil legal proceed-
ings and in the workplace. At the time of this writing,
there do not appear to have been any instances of the
use of fMRI lie detection in a legal or employment
setting. However, there is little doubt that attempts
to apply this new technology to real-world situations
will be made, most likely in the near future.

The Science Behind the Scans

Very briefly, functional MRI relies on the fact that
cerebral blood flow and neuronal activation are cou-
pled. When a region of the brain increases its activity,
blood flow to that region also increases. This physi-
ological change can be detected by fMRI due to the
blood-oxygen-level-dependent, or BOLD, ef-
fect.28,29 Unlike other functional neuroimaging
techniques such as positron emission tomography
(PET) or single-photon emission computed tomog-
raphy (SPECT), BOLD fMRI detects only relative
changes in blood flow and thus requires a compari-
son between two conditions or tasks. However, in
contrast to PET or SPECT, fMRI can detect signal
changes on a time scale of one to two seconds, rather
than minutes.

In the experimental setting, the BOLD signal over
the whole brain is acquired while volunteer subjects
perform various cognitive tasks.30 The imaging data
are then transformed to a standard brain template
and averaged across subjects. Statistical techniques
are used to identify a significant change in blood flow
to a particular brain region in one condition com-
pared with another. It is also possible to analyze data
from within a single subject.

The BOLD signal is both valid and reliable in
properly constrained experimental paradigms. There
is very good agreement between fMRI and PET for

the mapping of regional changes in brain activity.31

Functional MRI is now being used for presurgical
mapping for epilepsy and brain tumor surgeries32–35

and is being studied for other diagnostic purposes.36

Applications to Detecting Deception

Since an initial publication in 2001,37 several pa-
pers on the BOLD fMRI methodology have reported
differential patterns of blood flow in various brain
regions in experimental paradigms in which subjects
were instructed to lie or deceive in one task condition
and respond truthfully in another task condition.
The task paradigms included forced-choice lies (i.e.,
responding yes when the truth is no and vice ver-
sa)37,38; spontaneous lies (i.e., saying Chicago when
the true answer is Seattle)39; rehearsed, memorized
lies39; feigning memory impairment40,41; and several
variations of the Guilty Knowledge Test,42,43 includ-
ing lying about having a playing card,44–47 lying
about having fired a pistol (loaded with blanks) be-
fore the scanning session,48 lying about the location
of hidden money,49,50 and lying about having taken
a watch or ring.51

Some of the experimenters attempted to enhance
the emotional salience of the lying task through
monetary incentives: in one paradigm the subjects
were told they would double their payment from $50
to $100 if they were able to deceive the experiment-
ers49–51; in others they were told that they would
forfeit their $20 payment if their deception was de-
tected.44,45 In another study, the experimenters did
not manipulate rewards, but put on a demonstration
for the subjects before the scanning session that im-
plied that the testers could see the volunteers’ brain
activation results in real time.47 The stated purpose
of this was to approximate the conditions of a poly-
graph examination.

The most consistent results of these studies are
greater activation of certain prefrontal and anterior
cingulate regions in the lie conditions relative to the
truth conditions. It has been hypothesized that these
regions are recruited for the purpose of inhibiting a
prepotent response (i.e., giving a true answer).52 It
has been proposed that this is one of the major cog-
nitive differences between truth and deception:

The liar is called upon to do at least two things simulta-
neously. He must construct a new item of information (the
lie) while also withholding a factual item (the truth). . . .
[T]he truthful response comprises a form of baseline, or
prepotent response. . . . We might, therefore, propose that
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responding with a lie demands some form of additional
cognitive processing, that it will engage executive, prefron-
tal systems (more so than telling the truth) [Ref. 52, p
1757].

These studies do not simply measure neural cor-
relates of autonomic arousal. Thus, the technique
may have some advantages over conventional poly-
graph methodology. For example, presumably, mere
nervousness in an innocent subject would not create
a false positive for deception.

Most of these studies reported only the results of
analyses of pooled data from a group of subjects.
However, for the method to have any practical value,
it must be applied to individuals. Two separate re-
search groups have used different statistical method-
ologies to do just that.

Kozel et al.51 used a modified Guilty Knowledge
Test in which 30 subjects engaged in a mock crime of
stealing a watch or ring. (In the debriefing, 60% of
the subjects indicated that they thought the crime
was real, which supports the validity of the para-
digm.) Subjects were then presented 80 different
questions visually while being scanned. Yes or no
responses were delivered by button press. The sub-
jects were instructed to lie about having taken the
item but to answer all other questions truthfully.
They were paid $50 for participating, but were told
that they would receive an additional $50 if an ob-
server could not tell when they were lying (in actual-
ity, all subjects received $100).

Statistical analysis of the group data identified one
anterior cingulate and two prefrontal regions that
were more activated in the lie than in the truth con-
dition. The regions were similar to those activated in
several of the other lie-detection paradigms men-
tioned. By analyzing the activations in these regions
in each subject (pooled across all of that subject’s
responses), Kozel et al.51 reported that they were able
to predict accurately which item (watch or ring) was
taken in 28 of 30, or 93 percent, of the cases. The
activity in the same regions was then applied to the
data from a new set of 31 subjects scanned under
identical conditions. For this group, the method
identified the item taken with 90 percent accuracy
(28 of 31 subjects).

In their discussion, Kozel et al.51 suggest that their
method could be used in real-life settings by first
testing the subject with the Guilty Knowledge Test
mock crime scenario and then, if the subject’s brain
activation patterns indicate reliable separation be-

tween lies and truth, scanning them again while they
respond to questions about the actual topic of inter-
est. This approach has been licensed by the Cephos
Corporation.

Davatzikos et al.45 scanned 22 volunteers in a
Guilty Knowledge Test paradigm involving lying
about having a particular playing card in one’s pos-
session. Subjects were told they would be paid $20
only if they successfully concealed the fact that they
possessed the card (in fact all subjects were paid). The
researchers employed a statistical approach involving
the application of machine learning methods to their
entire dataset. Using this approach, they reported
high accuracy in distinguishing a lie from the truth.
Whether applied to single events (i.e., a single but-
ton-press response) or to all the data from a single
subject, the sensitivity for detection of lying was
around 90 percent, and the specificity was around 86
percent. This methodology is used by No Lie MRI,
Inc.

Limitations of the Technique

Despite the intriguing results described in the pre-
ceding sections, how well fMRI lie detection would
work in real-life situations remains an open question.
It is important to bear in mind that, like the poly-
graph, fMRI lie detection requires a willing subject.
If an individual refuses to enter the scanner, refuses to
respond to the questions presented, or gives nonre-
sponsive answers, the technique cannot be used.
Even simply moving one’s head during scanning
could prevent the collection of usable data.

Over and above these hindrances are more com-
plex questions about transitioning from the research
laboratory to the real world. Some of the concerns
that have yet to be fully addressed are discussed in the
following sections.

Generalizability of the Method

The studies conducted thus far have been carried
out on healthy volunteers who were screened for neu-
rological and psychiatric disorders, including sub-
stance use. There has been no testing of fMRI lie-
detection paradigms in juveniles, the elderly, or
individuals with Axis I and/or Axis II disorders, such
as substance abuse, antisocial personality disorder,
mental retardation, head injury, or dementia. It is
unclear whether and how such diagnoses would af-
fect the reliability of the approach. (As mentioned, a
potential advantage of the method in comparison
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with the polygraph is that it does not rely on auto-
nomic reactions, and thus individuals with antisocial
personality disorder may lose the advantage of evad-
ing detection due to their hyporesponsivity during
polygraph testing.53)

All of the published literature involves scenarios in
which the volunteer subjects have been instructed to
lie. No literature addresses the question of how this
basic fact affects brain activation patterns, in compar-
ison with the more realistic situation in which the
person being tested makes a completely free decision
about whether to lie and repeats this process for each
question asked.

None of the volunteer subjects faced serious neg-
ative consequences for unconvincing lying, although
in some cases they believed there was a monetary
incentive for lying successfully.

Lack of Specificity of the Measurement

The fMRI approach to lie detection does not rely
on detecting signs of autonomic arousal or nervous-
ness that can be associated with lying. This approach
reduces the chance that a person who is truthful will
be classified as deceptive on the basis of his being
fearful (for any reason) during testing. However, the
other side of this coin is that fMRI lie detection ap-
pears to depend at least in part on the suppression of
competing responses. It does not directly determine
what those competing responses are, and they may
not, in fact, be untruths. As pointed out by Grafton et
al.:

When defendants testify, they do inhibit their natural ten-
dency to blurt out everything they know. They are circum-
spect about what they say. Many of them also suppress
expressions of anger and outrage at accusation. Suppressing
natural tendencies is not a reliable indicator of lying, in the
context of a trial [Ref. 54, pp 36–37].

There are presently no data regarding the likelihood
of this type of false-positive result.

Effects of Countermeasures

It is hypothesized that much of the frontal lobe
activation in imaging studies of deception is related
to the suppression of competing responses. Un-
known at present is the potential effect of extensive
rehearsal. Ganis et al.39 have already demonstrated
differential activation patterns between spontaneous
and rehearsed lies. The rehearsal in that experiment
was brief, on the order of minutes. If a person spent
weeks practicing a fabricated story (akin to the prep-
aration an intelligence officer might undertake in as-

suming a false identity), would the activations asso-
ciated with response suppression remain as strong?
For a person with much at stake and adequate ad-
vance warning, it is not unreasonable to assume that
extensive rehearsal might be attempted to try to fool
the technique. It is not known what effect, if any,
such a cognitive countermeasure would have.

Other countermeasures—for example, one analo-
gous to an approach commonly used against poly-
graph examinations (i.e., attempting to raise the
baseline response to nontarget questions, to reduce
the differential between target and nontarget re-
sponses)—could also be attempted by the subject
while in the scanner. There are also no data on what
impact such an action would have.

Delusions Versus Lying

In some psychiatric conditions, subjective experi-
ence is at odds with objective reality. This dichotomy
is most glaring in the case of psychosis. It appears that
in the case of a delusion, the technique would not
show any deception. Langleben et al.55 described a
medical malpractice lawsuit in which a patient ac-
cused her former psychotherapist of sexual abuse.
Both the patient and the physician took polygraph
examinations, and both passed. Other evidence sug-
gested that the patient was most likely suffering from
a delusion. Such a situation probably would not be
amenable to the use of fMRI lie detection. Other
examples where fMRI may not add useful informa-
tion might include dementias or amnestic disorders
with confabulation, somatoform disorders, and the
pseudologia fantastica seen in some patients with fac-
titious disorders.

Legal Considerations

These unresolved questions suggest that the po-
tential uses of fMRI lie detection in real-life situa-
tions will remain relatively restricted for the foresee-
able future. A criminal defendant who failed an
fMRI lie detector test could still assert reasonable
doubt, unlike the case with DNA identification, for
example, with which the odds of being identified by
chance are on the order of billions to one. Thus, there
is little to gain for the state in compelling an unwill-
ing defendant to submit to such a test.

More generally, the present state of the science in
this area is unlikely to meet legal standards for admis-
sibility in court proceedings. The literature on the
technique is sparse thus far. As we have seen, only
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two groups have published data on single-subject re-
sults. The Frye v. U.S.56 standard, which was applied
throughout the nation for seven decades until 1993
and is still the standard in some jurisdictions, re-
quires that a scientific technique have general accep-
tance in the relevant scientific community for the
results to be admissible as evidence. The use of fMRI
for lie detection would not pass such a test at present.

The Daubert v. Merrell Dow Pharmaceuticals,
Inc.57 standard calls on the trial court to act as a
gatekeeper. The court must determine whether the
proposed scientific evidence is relevant to the issue at
hand and assess its reliability. Under this standard,
guidelines for the trial court to use in this assessment
include: whether the procedure is generally accepted
in the scientific community (as in Frye), whether the
procedure has been tested under field conditions,
whether it has been subject to peer review, the known
or potential error rate, and whether standards for the
operation of the technique have been developed. At
present, fMRI lie detection would be unlikely to
meet all of these criteria. The technique has not been
tested in the field (i.e., in real civil or criminal cases),
but only under laboratory conditions. There is also
no standardization of the various techniques and
protocols involved in performing and analyzing the
scans.

Even if these obstacles are eventually overcome,
the technique would face additional hurdles before
any use in criminal proceedings. The Fifth Amend-
ment right to avoid self-incrimination appears to rule
out compelling a criminal defendant to submit to the
technique. Another unresolved question is whether
an fMRI scan constitutes a search, with potential
Fourth Amendment implications.

Functional MRI lie detection may see its first ap-
plication in nonjudicial settings, such as employ-
ment screening. Despite the caveats described herein,
the published studies suggest that the technique may
be more accurate than traditional polygraph meth-
ods, at least in Guilty Knowledge Test paradigms for
which individual subject data have been published.
These findings may make it attractive to employers.
The fMRI technique could be used in conjunction
with polygraphs, either on a routine basis, or in cases
in which polygraph results are equivocal. Bioethicist
Ronald Green has predicted, “Brain-imaging lie-
detection will most likely be used where absolute
reliability is not needed and where a predominately
naïve population is under scrutiny. . .the technology

is likely to supplement or take the place of written
honesty tests and polygraphy” (Ref. 23, p 54).

However, there are still significant legal concerns
to be addressed before such applications become
widespread. Outside of government agencies and
companies involved in the provision of security, the
routine use of polygraph examinations is generally
barred by the Federal Employee Polygraph Protec-
tion Act of 1988 (FEPPA).58 Whether fMRI lie de-
tection is covered under FEPPA is not clear at
present. The key language in FEPPA states:

The term “lie detector” includes a polygraph, decepto-
graph, voice stress analyzer, psychological stress evaluator,
or any other similar device (whether mechanical or electri-
cal) that is used, or the results of which are used, for the
purpose of rendering a diagnostic opinion regarding the
honesty or dishonesty of an individual. . . . The term “poly-
graph” means an instrument that—(A) records continu-
ously, visually, permanently, and simultaneously changes
in cardiovascular, respiratory, and electrodermal patterns as
minimum instrumentation standards; and (B) is used, or
the results of which are used, for the purpose of rendering a
diagnostic opinion regarding the honesty or dishonesty of
an individual [Ref. 58, Section 2001].

Does an fMRI scan, which does not measure psy-
chological stress or the physiological parameters de-
tected by a polygraph, nevertheless qualify as similar
to the polygraph for the purposes of the FEPPA? At
present, there has been no legally binding interpreta-
tion of this question. No Lie MRI, Inc. has taken the
stance that the FEPPA does not apply:

U.S. law prohibits truth verification/lie-detection testing
for employees that is based on measuring the autonomic
nervous system (e.g., polygraph testing). No Lie MRI, Inc.
measures the central nervous system directly and such is not
subject to restriction by these laws. The company is un-
aware of any law that would prohibit its use for employ-
ment screening.59

Ultimately, whether fMRI lie detection is prohibited
by FEPPA may end up being determined by statute
or court decisions.

Ethics-Related Considerations

The growing body of scientific literature and the
advent of commercial enterprises to market brain
imaging-based deception detection has raised several
ethics-related concerns.16 –24,60 At the most basic
level is the question of whether a precise definition of
lying even exists.20 It has been suggested that differ-
ent types of lies are reflected in different patterns of
brain activity in different individuals. One skeptical
commentary offers the opinion that “[w]e just do not
understand enough about brain circuits that mediate
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emotional or cognitive phenomena to interpret our
measurements. . . . We are not ready to turn away
from the skin and the heart to rely on still mysterious
central mechanisms that correlate with a lie” (Ref.
20, p 55).

An argument can be made that this concern re-
flects an overabundance of caution. The polygraph
may be even less specific to deception than fMRI. It
is also not clear how allowing the polygraph but pro-
hibiting fMRI lie detection addresses the question of
the imprecise definition of deception.

A related matter is the possibility of the premature
adoption of a scientifically immature technology.
Given the comparatively narrow research base on
which fMRI lie detection currently rests, several
commentators have urged caution in allowing it to be
used for practical applications. One author has rec-
ommended that any new lie-detection device go
through a complete government approval process,
analogous to the Food and Drug Administration’s
approval process for drugs and medical devices.22

There are concerns that a rush to apply the technique
and the competition for limited government funding
could inhibit the conduct of appropriate research in
the area. “Premature commercialization will bias and
stifle the extensive basic research that still remains to
be done” (Ref. 16, p 47).

Commentators have also pointed out the danger
of the so-called CSI effect, meaning that the aura of
big science and high technology surrounding com-
plex and expensive tests may lead to an overestima-
tion of the reliability and utility of fMRI lie detection
among lay people, including law enforcement per-
sonnel and other investigators, judges, and jurors. If
fMRI lie detection were misinterpreted as being an
infallible method of distinguishing truth from false-
hood, participants in legal proceedings could experi-
ence significant pressure to submit to testing, with
refusal being interpreted as evidence of guilt.16 The
reasoning would be: the test detects lies; therefore,
anyone who refuses to take it must have something to
hide. Although such a conclusion is not at all sup-
ported by the actual data, it is not inconceivable that
some may draw it.

Another question of ethics concerns the right to
the privacy of one’s thoughts. Neuroethicists have
coined the term cognitive liberty61 to refer to the
“limits of the state’s right to peer into an individual’s
thought processes with or without his or her consent,
and the proper use of such information in civil, fo-

rensic, and security settings” (Ref. 16, pp 39–40).
Under what circumstances should a government
agency—or, for that matter, an employer or insur-
ance company—be allowed to look for deception
with this technique? Our society has not yet grappled
with these critical questions, but if enthusiasm for
fMRI lie detection increases, it appears that such a
debate will be essential. In the words of one commen-
tator, “Constitutional and/or legislative limitations
must be considered for such techniques” (Ref. 21, p
61). Another author has proposed that using a “neu-
rotechnology device to essentially peer into a person’s
thought processes should be unconstitutional unless
it is done with the informed consent of that person”
(Ref. 17, p 62).

Related to the concept of cognitive liberty is the
possible use of fMRI against the will of the subject.
Hypothetical scenarios in which this might occur
have been described in the context of national secu-
rity investigations or other types of high-stakes inter-
rogations.60,62 It is not inconceivable that terrorism
suspects could be restrained and placed in an MRI
scanner in such a way that they would be unable to
move their heads enough to foil the scan. Even if they
refused to answer questions, it might be possible to
determine from the brain’s response whether the
subject recognizes a sensory stimulus, such as a sound
or image.

It should be clear from the preceding discussion,
however, that lie detection using fMRI requires the
subject to answer questions. Furthermore, as in a
traditional polygraph examination, a comparison to
known truthful responses by the subject is necessary
for the technique to work. In any event, the coercive
use of brain-imaging technology would certainly be
fraught with ethics-related, legal, and constitutional
difficulties. Scientific and mental health organiza-
tions may soon want to articulate positions on the
ethics of nonmedical uses of brain-imaging technol-
ogy, coercive or not.

Conclusion

With ongoing research, and likely improvements
in accuracy in the laboratory setting, it does not seem
unreasonable to predict that fMRI lie detection will
gain wider acceptance and, at a minimum, replace
the polygraph for certain applications. What seems
far less likely is the science-fiction scenario in which a
criminal defendant is convicted solely on the basis of
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a pattern of neuronal activation when under
questioning.

Thus far, under carefully controlled experimental
conditions, an accuracy of 90 percent is the best that
has been achieved. Improvements in the technology
that would reduce the error rate from 10 percent to
something comparable with the billions-to-one accu-
racy of DNA testing are difficult to conceive of, given
the mechanics of the science involved.

Perhaps more important, the technique does not
directly identify the neural signature of a lie. Func-
tional MRI lie detection is based on the identifica-
tion of patterns of cerebral blood flow that statisti-
cally correlate with the act of lying in a controlled
experimental situation. The technique does not read
minds and determine whether a person’s memory in
fact contains something other than what he or she
says it does. The problem of false-positive identifica-
tion of deception is unlikely to be overcome to a
sufficient degree to allow the results of an fMRI lie
detection test to defeat reasonable doubt. Further-
more, it is difficult to envision compelling an unwill-
ing criminal defendant to submit to a test, because of
the Fifth Amendment right against self-incrimina-
tion. If a criminal defendant volunteers to take the
test, it is still not clear that the results would be any
more admissible under current conditions than the
results of a standard polygraph examination would
be. It appears to be too early to predict whether fMRI
lie detection will ever reach the level of reliability and
standardization needed to meet Frye or Daubert
criteria.

If the Federal Employee Polygraph Protection Act
is interpreted as applying to fMRI lie detection, it
will not be used in the general workplace. Neverthe-
less, the next few years may see the use of the tech-
nology in government and in the other limited cir-
cumstances in which nongovernmental employers
are allowed to administer polygraph examinations.
Although there are several unresolved questions re-
garding the ethics of this type of application, it is not
clear that the concerns are qualitatively different,
with fMRI lie detection in this context, from those
raised by the polygraph, or from concerns about the
use of brain imaging in other contexts such as re-
search or diagnostics. As previously mentioned, ab-
solute reliability is not necessarily required in em-
ployment applications.

Like polygraph evidence, which is generally inad-
missible, fMRI lie detection may still find a role in

civil suits and in criminal investigations. No claims
would be made that the results definitively determine
the truth as do those of the more traditional forensic
tests, but the findings could be used in settlement
negotiations. Police could employ the technique in
criminal investigations as a means to rule out sus-
pects, as they already do with the polygraph.63

A variety of practical, legal, and ethics-related con-
cerns surround the potential use of functional MRI
for the purpose of lie detection. Given the current
state of the field and the unresolved practical matters
mentioned herein, the forensic role of the technique
is likely to be limited to the civil arena, with both
sides agreeing to have one or more parties consent to
undergo the test. Use in the workplace is also possi-
ble, but if FEPPA applies, then the use of fMRI lie
detection in employment will be as limited as the use
of the polygraph. Although the ethics-related dan-
gers are perhaps not as grave in employment applica-
tions or civil suits as they would be in a criminal case,
an ongoing scientific, legal, and bioethics dialogue
about the appropriate uses of fMRI lie detection is
certainly prudent and timely.
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38. Nuñez JM, Casey BJ, Egner T, et al: Intentional false responding
shares neural substrates with response conflict and cognitive con-
trol. Neuroimage 25:267–77, 2005

39. Ganis G, Kosslyn SM, Stose S, et al: Neural correlates of different
types of deception: an fMRI investigation. Cerebral Cortex 13:
830–6, 2003

40. Lee TMC, Liu H-L, Tan L-H, et al: Lie detection by functional
magnetic resonance imaging. Hum Brain Mapp 15:157– 64,
2002

41. Lee TMC, Liu H-L, Chan CCH, et al: Neural correlates of
feigned memory impairment. Neuroimage 28:305–13, 2005

42. Lykken DT: Why (some) Americans believe in the lie detector
while others believe in the guilty knowledge test. Integr Physiol
Behav Sci 26:214–22, 1991

43. Elaad E, Ginton A, Jungman N: Detection measures in real-life
criminal guilty knowledge tests. J Appl Psychol 77:757–67, 1992

44. Langleben DD, Schroeder L, Maldjian JA, et al: Brain activity
during simulated deception: an event-related functional magnetic
resonance study. Neuroimage 15:727–32, 2002

45. Davatzikos C, Ruparel K, Fan Y, et al: Classifying spatial patterns
of brain activity with machine learning methods: application to lie
detection. Neuroimage 28:663–8, 2005

46. Langleben DD, Loughead JW, Bilker WB, et al: Telling truth
from lie in individual subjects with fast event-related fMRI. Hum
Brain Mapp 26:262–72, 2005

47. Phan KL, Magalhaes A, Ziemlewicz TJ, et al: Neural correlates of
telling lies: a functional magnetic resonance imaging study at 4
Tesla. Acad Radiol 12:164–72, 2005

48. Mohamed FB, Faro SH, Gordon NJ, et al: Brain mapping of
deception and truth telling about an ecologically valid situation:
functional MR imaging and polygraph investigation: initial expe-
rience. Radiology 238:679–88, 2006

49. Kozel FA, Revell LJ, Lorberbaum JP, et al: A pilot study of func-
tional magnetic resonance imaging brain correlates of deception
in healthy young men. J Neuropsychiatry Clin Neurosci 16:295–
305, 2004

50. Kozel FA, Padgett TM, George MS: A replication study of the
neural correlates of deception. Behav Neurosci 118:852–6, 2004

51. Kozel FA, Johnson KA, Mu Q, et al: Detecting deception using
functional magnetic resonance imaging. Biol Psychiatry 58:605–
13, 2005

52. Spence SA, Hunter MD, Farrow TFD, et al: A cognitive neuro-
biological account of deception: evidence from functional neuro-
imaging. Phil Trans R Soc Lond B 359:1755–62, 2004

53. Lorber MF: Psychophysiology of aggression, psychopathy, and
conduct problems: a meta-analysis. Psychol Bull 130:531–52,
2004

54. Grafton ST, Sinnott-Armstrong WP, Gazzaniga SI, et al: Brain
scans go legal. Sci Am 17:30–7, 2006

55. Langleben DD, Dattilio FM, Gutheil TG: True lies: delusions
and lie-detection technology. J Psychiatry Law 34:351–70, 2006

56. Frye v. U.S., 293 F. 1013 (D.C. Cir. 1923)
57. Daubert v. Merrell Dow Pharmaceuticals, Inc., 509 U.S. 579 (1993)
58. 29 U.S.C. §§ 2001-2009 (1988)
59. No Lie MRI, Inc. Corporate customer information web-

page. Available at http://www.noliemri.com/customers/GroupOr
Corporate.htm. Accessed February 7, 2007

60. American Civil Liberties Union: Mining the mind: a panel dis-
cussion (video). Windows media (.wmv) file available at http://
www.aclu.org/privacy/25551res20060512.html. Accessed Feb-
ruary 9, 2007

61. Boire RG: On cognitive liberty. J Cog Liberties 1:7–13, 2000
62. Thompson S: The legality of the use of psychiatric neuroimaging

in intelligence interrogation. Cornell Law Rev 90:1601–37, 2005
63. Anonymous. The polygraph technique Part II: value during an

investigation. Available at http://www.policelink.com/training/
articles/1947-the-polygraph-technique-part-ii-value-during-an-
investigation. Accessed December 6, 2007

Functional MRI Lie Detection

498 The Journal of the American Academy of Psychiatry and the Law


